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Admin menu

Reference) Please refer to the “WIRELESSIP5000 User's Manual” for information on the names of the

various WIREL ESSIP5000 buttons.

Necessary settings are made when using the phone. Only Administrators are able to set items on the

Admin menu.
1 Pressthe LeftSoft key and select the menu.

“6.Select “Admin.”

To access the Admin menu, you must enter the Admin password.
The default value is 0000.

1. Network

T m
'ﬂ| 71530
677 Mon

17:40

L tenu JEPresence]
Tl (nr
T

Wessage
Call logs
Presence
setup
Adiin |+

O = DO D

Tl

Admin Puwd

6. Admin |

Y ou can check the settings for the type of connected network as well as information about settings.

1 Select “ 1. Network” from the Admin menu.
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3. Upgrade

4. Factory Default |
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2. Current Site

Y ou can check information on the access point you are currently connected to.
1 Select“1. Current Site” from the Network menu.

Information on the access point to which you are connected (SSID, Signal
(dBM), Mode, Channel, MAC address, Beacon interval, WEP status) is
displayed.

3. Site Scan

Y ou can display information on detected signals.
1 Select“2. Site Scan” from the Network menu.

Tﬁll" @
Bletwark ]
[1. Current Site |
2. 5ite 3can
3. Confiz
4. Netwark Reload
h. Ping
Tl @
Current Site
S5ID &
I ap ||
Signal {dBm}
| 100 |
Tl [ITH

betwork

. Current Site

. Site Scan |
. Config

. letworlk:  Reload
. Ping

1
2
3
4
b

2 A messageisdisplayed during the search.

The SSID for access points that where detected during the scan are
displayed. If you want to see detailed information, select the SSID and

pressthe @ key.

Note!!!) At most 10 access points can be displayed.

|I|| @

Net wark
Cueeant Sita

Searchine. ..

= METTWOT R meEToad

. Ping

Pl I L

YI'II @

site scan

test (0 7
test{1) |

test(2)
test (3] l
test (4]

[ I S P S
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4. Config
Configurations can be added and deleted.
1 Select“3. Config” from the Network menu. Tl _ {ur
; et wark
1. Current Zite
2. 3ite Bcan
(2. Conf | |
4. letwork  Reload
b. Ping
2  Alistof the configurations s displayed. Tl {nn
Use the LeftSoft key to create a configuration, use the RightSoft key to Apuiird Beelp
delete a configuration, and select the configuration to change it, and then | [1._Caonf izl |
ress the @ kev. 2. Conf |g2
P 4 3. Configd
At most three configurations can be stored.
Configurations (1~3) given below are the same as the current
configuration. L idd B Del ]
3 To add a configuration, press the L eftSoft key. Tl {unn)

A confirmation message is displayed. Press the 1 [ key, and select either

“yes’ or “no.” 1
£
L Add B Dol ]
4 To delete a configuration, press the RightSoft key after selecting the [Tl ()
configuration you want to delete. Ketwark Sctup

A confirmation message is displayed. Pressthe < I key, and select either
13 y$1 Or 13 no.”

[ R ey

Note!!!) Delete configurations (1~3) starting with configuration 3.

5. BasicInfo

The WIRELESSIP5000 can set the network for each AP (ESS-1S) (Dynamic Networking Binding
function). Y ou can set the priority of the various configurations here.

1 Select*1. BasicInfo” from the Default menu. Tl {ur

Con

1. Bazic Info -
2. WLAN

3. WEP 1
4. Buthentication
h. TCRAP
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2  Using the LeftSoft key, select “edit.”

Priority: 1>2>3>4>5

3 Using thedia pad and LeftSoft key, enter the value.

To change the priority, select the box and then press the <1 key.
When you press the e key, the entered value is applied.

6. WLAN

ol (g

Basic Info

Mame
| Default |
Priority

Foll (0D

hame

| Default] |
Priority

| 5 |

N 200 |

You can set the configuration for connection to wireless LAN, and create the SSID which identifies an

access point.

1 Select “2. WLAN” from the Default menu.

2  Using the LeftSoft key, select “edit.”

When the SSID is blank, the connection is made to the nearest access point.

3  Using thedia pad and LeftSoft key, enter the information.
To change the Mode, select the box and press the ][> key.
When you pressthe & key, the setting is applied.

7. WEP
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|I|| @

l_.il:|r|+-.i =.'|

1. Bazic Info &
[2. WLaM |
3. WEP 1
4, Authentication
b, TCRAP
Tl (
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WEP key is used for authentication and encryption. WIRELESSIP5000 supports 64/128/256 bit WEP
keys.

1  Select“3. WEP" from the Defauilt menu. Tl

D)

Contizl

1. Bazic Info -
2. WLAN

(3. WEP |
4. Buthentication

b, TCRAP
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2  Using the LeftSoft key, select “edit.”

When Use-WEP is set to “disabled,” the screen will look like the figure on
the upper right part of the page.

When Use-WEP is set to “enabled,” the screen will look like the figure on

the lower right.

4  Enter the WEP key.
Enter in either hexadecimal or Asc.

Bit Hex Asc

256 hit 232 hit 29 characters

128 bit 104 bit 13 characters

64 bit 40 bit 5characters  When you press the &

key, the entered valueis applied.

8. Authentication
Authentication related settings
1 Select “4. Authentication” from the Default menu.
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Tl (
lge WEP F
| (Disabled) |
WEP bits

| B4 bits
Fanll 0T
lse WEP &
[« (Dizabled) »]
WEP bits

| B4 bits |
Tl 0T
llse WEP 7
I - [Enab | ed) = I
WEP bits

| B4 bits |

Fanll 1

Defaultheyld

| 1 |
WEPKEw 1 [= Hewx o]
| 00:00:00:00:00 |

—

Yal W
; Gontizl 7
Bazic Info -
. WLAaN

. WEP 1
. Authentication |
. TCR/IP

A e |22 D —
.
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2 Using the LeftSoft key, select “edit.”

3  Select one of the following settings: 8021X-MD5, 8021X-TLS, WEB, or
None.

When you press the @ key, the entered value is applied.

9. TCP/IP

Y ou can set the | P address, subnet mask, default gateway, and DNS.
1 Select“5. TCP/IP” from the Default menu.

Tl (a
duthent icat fon

Mode

| hone |

llzername

| HCL ]

AT

 futhent ication

Mode
[« a0zt ]
|lzername

TR
Confizl |
. Baszic Info ]
. WLaN

1 3
2

i, WEP 1
4. Authentication

5. TGP/P |

2  Using the LeftSoft key, select “edit.”

3 Pressthe I key to activate DHCP.
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lze DHCP &
| (Enabled) |
IP address
| 10.1.1.138 |
L Edit S
Tll" @
TCRAIR
Uge DHCP &
[« (Enabled) «|
IP address
| 10, 1. 1138 |
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4 If you want to set the IP address manually, deactivate DHCP, choose
the lower box by pressing the ' key, and set the | P address.

5 Using the W key, scroll down the menu and enter the appropriate
netmask and gateway.

6 Usingthe % key, scroll down the menu and enter the appropriate DNS
(primary and secondary).

When you press the @ key, the entered value is applied.

10. SIP Outb Proxy

Y ou can set the Outbound Proxy server settings.

ol (g
TERAIR

llsa DHCP &

[« (Disabled) »|0

IP address

| 10, 1. 1.138 |

ol (g

Net mask: T

[ 255.266.256. 0 |

Gateway

[0 1 1.1 ]

ol (i

DM 1
[ 100 1. 1.3 |

DNS2
| 100 1. 1.4

Depending on the system configuration, however, it sometimes is unnecessary to set it.

1 Select“6. SIP Outb Proxy,” from the Default menu.

2  Using the LeftSoft key, select “edit.”

Hitachi Cable 93

|I||

Contizl

2. WLan &
3. WEP _
4, Buthentication i
5. TCPAIP

[6. ZIF Outh Prosy |

“Faill @

SIP Outh Prosy
SIP Outh Prosw

L Edit I
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A prompt will appear to enter the IP address for the SIP Outbound Proxy. [Tl {ur
Enter the |P address.

SIP Outh Proww

L I
4  Whenyou pressthe ‘@ key, the setting is applied. ol (;

11. NAT Traversal

The WIRELESSIP5000 supports both UPnP and StaticNAT, and it is possible to call from within the

LAN to outside the LAN through NATBox. When doing so, you can set the UPnP and StaticNAT to
match the settings of the NATBox being connected to.

1 Select"7.NAT Traversa” from the Default menu. Foull [T}
: '.-.:I:Irli'-.i =]

. WEP &
Buthentication

TCRAIP 1
2IP Outh Pros
|

=d| T2 CT f OO

HAT Traversal

2 Select “1. Mode” from the NAT Traversa menu. -
M&T Trawver

)

al

b=

Q. Mode |
2. STUN
3. Static NAT
Select SNAT, UPnP, STUN. or deactivate. Tl {1

When you press the e key, the entered value is applied.

0 3 al
oL )

“(|+ (Dizabledy r
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3 Select “2. STUN” from the NAT Traversa menu.

Using the L eftSoft key, select “edit.”

Using the dial pad and LeftSoft key, enter the value.

4 Select “3. Static NAT” from the NAT Traversal menu.

Using the LeftSoft key, select “edit.”

Using the dia pad and LeftSoft key, enter the value.
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BT | N (1T}
"~ MAT Traversal
1. Mode
2. STUM |
3. Static NAT

Tanll [T}

Gerver IP
[ o.o.ooo |
Paort
| 3479 |
ol (]
1. Mode
2. BTUN
[3. Static MAT |

Start Port

| 0 |
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12. I P Diffserv
IP Diffserv sets the priority control settings.

1 Select “8. IP DiffServ” from the Default menu.

Eonrig

Authentication
TCRAP

ZIP Outh Prosey
WAT Traversal 4
IF Diffsery |4

OO =1 O LM

2 Using the LeftSoft key, select “edit.” Tl (i,
IP Diffiery
Signal DECP
| 0:0 |
Woice DSCP
| 0x0 |
Using the dial pad or the VolUp,VolDn keys, set the Jitter Buf Size. m
Tﬁll" @
Enter the value for the “Signal DSCP” and “Voice DSCP’ setting using 1P Diffaary
hexadecimal numbers. Signal DICP
Note!!!) Enter avalue between the 0x00 and Ox3F. | 3300 |
Woice DSCP
When you press the @ key, the entered value is applied. | w00 |
13. Coder
Y ou can set the CODEC (priority and transmission interval) to match the system configuration.
1 Select*9. Coder” from the Default menu. Tl (1L

l_.il:|r|+; I =.'|
. TGRSR
SIP Outh Prowy
HNAT Traversal

IF Diff3ery

Coder | l

ol oD - OO0 oM
. = . .

2  Select the appropriate one from the Coder menu. Tl {u

Coder
[1. G.711-ulaw-Rdk |

2. G.711-dLaw-B4k
3. G719
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3 | The screen shown to the right gives one of the selected items from the
Coder menu. Use the LeftSoft key for corrections.

4 Using the dia pad or the VolUp,VolDn keys, set the Priority (1~3) and
Multi-frame (20ms ~ 40ms).

When you press the @ key, the setting is applied.

14. Jitter Buf Size

ol (g

. 711 -ulLaw-Gak

Priority

I ]

Mult i-frame
| 20 ns |

L Edit S

Foll 0D

G. 711 -uLaw-Rdk

Priority

I 1 I
Wult i —frame
| a0 ms |

Taking into consideration your system configuration, you can optionally set the jitter buffer size.

1 Select 0. Jitter Buf size” from the Default menu.

2 Using the LeftSoft key, select “edit.”

3 Usingthedia pad or the VolUp,VolDn keys, set the Jitter Buf Size.

Hitachi Cable 133

Tl _ @
Confizl ]
SIP Outh Prose
HNAT Traversal
IF Diff3ery
Coder ]
Titter Buf Size]+

=S o0 --d O
N = om .

ol (nr,

ditter Buf Size

Jitter Buf Size

I 60 ms I

L Edit
|I|I @

Jitter Buf Size

Jitter Buf Size
I B0 ms I
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4  Whenyou pressthe & key, the setting is applied.

15. Networ k Reload

ol L (OITH

Jditter Buf Size

1

saed ]

When taking various actions such as changing settings, adding and deleting configurations, you can

perform areload manualy.

1 Select “4. Network Reload” from the Network menu.

Tﬁll" _ @
; Bletwark

1. Current Zite
2. 5ite 3can

3. Confi
4
h

. Metwork Reload |
. Ping

2  Usingthe <1 [* keys, set the configuration to AUTO or Config (1~3).

Apply by pressing the @ key.
It is reloaded with the selected configuration.

16. Ping

Y ou can confirm asignal by the PING command.
1 Select“5. Ping” from the Network menu.
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Tﬁll" _ @
Met wark

. Current Site

. 3ite Zcan

. Config

. Nletworl:  Reload

. Ping

1
2z
3
4
h
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2  After theinput box appears, enter the |P address that you want to ping. Tl _
Metwarl

J72.16. 3.1
w TTTTE

M o fo 25D —

ol (0D

(Pimg 172.16.3.10
time out...

3 Start the Ping test using the  key.
When the ping test is over, press either the End key or the Clear key.
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17. SIP

You can set items related to telephoning.

1 Select “2. SIP’ from the Admin menu.

Tl il | @
ddmin
1. Metwork &
[2. SIF |
3. Upgrade
4. Factory Default |
b. RF Test

18. Alias

Your can set the URL type and telephone number (Userinfo). Set the DisplayName to conform to the

environment you are using.

1 Select “1. Alias’ from the SIP address.

2  Using the LeftSoft key, select “edit.”

ol (i,
alF

[1. &lias

2. Primary Server

3. Zecondary Server

4. duthorizat ion

b. Expires

ol ()

URL Scheme &

| sip |

Displavname

3  Selecteither sip url or tel url asthe URL type.
Enter the Displayname and UserInfo.

Y ou must enter the UserInfo.

Tﬁll" @
L hlias ]

IRL Scheme &
[ ]
[izplayvnans

| Ii
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4  Savethe setting by pressing the & key.

Tl (g
LRl Srhamo &
[ saved |
D l
19. Primary Server
Y ou can enter settings to match the system configuration.
1 Select“2. Primary Server” from the SIP menu. Tl (1
=IF
1. &lias
[2. Primary Server |
3. Zecondary Zerver
4, tuthorization
b. Expires
2 Using the LeftSoft key, select “edit.” ol

3 Enter an appropriate domain name and SIP registrar server address.

When the domain name and the SIP registrar server address are the same,
you only have to enter the Domain, not the registrar.

4 Savethe setting by pressing the & key.
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20. Secondary Server

Redundant SIP server configuration is supported. When the primary server is down, it automaticaly fails
over to the secondary server. (There are cases when this does not occur properly on account of the
connecting device and configuration.)

1 Select “3. Secondary Server” from the SIP menu. Tl (1
=IF

. Alias

. Primary Server

. Secondary Zerve |

. Authorizat ion

. Expires

N e [2S RS —

2  Using the LeftSoft key, select “edit.”

3  Enter an appropriate domain name and SIP registrar server address.

When the domain name and the SIP registrar server address are the same, :
you only have to enter the Domain, not the registrar. | | |

4  Savethe setting by pressing the @ key. Tl (i
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21. Authorization
Set the SIP digest authentication.
1 Select “4. Authorization” from the SIP menu.

2  Using the LeftSoft key, select “edit.”

ol [(ITH
LAREE::

Primary Server
Secondary Server
futhorization |
Expires

I e |00 2D —

ol ()

Authorizat ion

|lsername

3 Enter the Authorization User name and Password. Tl {nnn)
|l=ername
I I I
Passward

4  Savethe setting by pressing the & key. Tl i,

22. Expires

Y ou can set the Regist Expire Time, Session Timer, and Presence Expire Timer.
1 Select“5. Expires’ from the SIP menu.
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Authorizat ion

e rnamc

P

| |
G 00

Fall (m
=1F

Aliasz

Primary Server

Secondary Server
duthorizat ion

| fm OO D —

Expires |
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2  Using the LeftSoft key, select “edit.”

3 SetRegist Expire and Session Expire.

4 Using the W key, scroll to the bottom of the screen and enter the

appropriate Presence Expire.

5  Savethe setting by pressing the & key.

23. Upgrade

Y ou can upgrade the software and configuration.
1 Select*3. Upgrade” from the Admin menu.

Hitachi Cable 203

Yll" @
Regist Expire &
| 5600 |
Seszion Expire
| 150 |
L Edit B
Tl (
Expires
Rezist Expire &
| 3R00 |
Session Expire
| 180 |
ol (;
Expires
Session Expire T
| 150 |
Presence Expire
| B0 L
‘{F:Illl @

Rp? ict Funiro

L] Soved |

B
| 150 |l
Foll @

ddmin

1. Network &
2. =IP

[3. Upzrade |
]

h

. Factory Default |
. RF Test
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24. TFTP server

1 Select*1. TFTPserver” from the Upgrade menu.

2  When theinput box appears, enter the TFTP server IP address.

Save the setting by pressing the 2 key.

25. Auto Upgrade

1 Select*2. Auto Upgrade” from the Upgrade menu.

2 Usingthe < = keys, select the setting.
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‘{F:Illl @

llpzrade
[1. TFTP server |

2. futo Upzrade
3. Prozram
4. Configuration

Tll"

g 172,16, 9,164
' .

‘{F:Illl @

Upzrade

TCTO .-

zaved

e O3 D —

. Lont izuration

YI'II @

lpzrade
. TFTP server

. Auto Upgrade
. Prozram
. Conf igurat ion

e o3f o] —

04519 Man 12 © 42

-|4 11pm-Nam *

Sat
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26. Program

1 Select“3. Program” from the Upgrade menu.

llpzrade

1. TFTP server
2. fduto Upgrade

When “3. Software’ is chosen, the software and configuration are 5. Progran

upgraded. 4, Configuration
2 A warning message is displayed. Fall {ng
pzrade
Marning:
Incorrect upgrading
may cause
malfucnt ion to this
phone.
Pressthe <1 [ keys, and select either “yes’ or “no.”
(1.3.4 Refer to Configuration) ::_l_lll -
[ it

pgrade Program?

27. Configuration
1 Select“4. Configuration” from the Upgrade menu. Tl (g

llpgrade

TFTP zerwver
futo Upzrade
Frogram

When “4. Configuration” is selected, only the configuration is upgraded. ! ,
Conf iguration

[P [T S —

2 A warning message is displayed. il {nr
pzrade
Marning
Incorrect upgrading
may cause
malfucntion to this
phone.
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3  Pressthe <1 [* keys, and sdlect either “yes’ or “no.”

ol (g
[ FE |

|lperade
Conf igurat ion?

4 Using the dia pad and LeftSoft key, enter the IP address for the TFTP
server.

Tll"

172,168, 9.164|

5 A download screen, like the one to theright, will appear.

6  After downloading, ascreen to confirm the upgrade will appear.

7  Pressthe & key, and the program will upgraded.

If you press another button, the upgrade will be cancelled.
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Tl 0D

lpgrade

il
2 Downloading. ..
i pphone. bz
205312

i

E-Heally pgrade?
Yes(ENTER)
Mof OTHER)

YI'II @

lpgrade

1l
2| &PP Upgrade is
q complete.

Foll 0D

2 Upzrading is
g canceled.
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28. Factory Default

Settings can be reset to the factory default values.
1 Select“4. Factory Default” from the Admin menu. Tl {ut)

ddmin
Mt worls &
sIP
Upzrade

Factory Default]
RF Test

O o |20 P20

2 A warning message s displayed. Tl 1]
[ Warnirng |

) Thiz will remove
Pressthe <1 [ key, and select either “yes’ or “no.” St

el

fre wou sure?

vl

T

29. RF Test

Notel!!!) Since thisis afunction used to check settings when the device is shipped from the factory, do not
useit in normal situations.
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30. Web Server

It is possible to configure and access the boot-ROM and software from the network using a WEB browser.

Y ou can turn the Web Server function on/off from here.
1 Select “6. Web Server” from the Admin menu.

2 Usingthe <[> keys, set Web Server to either on or off.
Apply by pressing the & key.

31. Syslog

‘F:Illl {E
ddmin
SIP &
pzrade

Factory Default
RF Test Il
Web Server |l

Ll (et g B CORR ol Y e}

Tﬁll"

Admin

i3 . Web Serwver l

The WIRELESSIP5000 can send information on the system log containing items such as events that
occurred on the system to the Syslog server. Settings can be entered to match Syslog server configuration.

1 Select“7. Syslog” from the Admin menu.

2 Using the LeftSoft key, select “edit.”

3 After setting User-Syslog to “enable,” the screen will look like the figure to
theright.

* Change the Mode color to black.
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Tl [0TH
fdmin

3. Upgrade &

4. Factory Default

b. RF Test

6. Web Server [

[7. Swslog | L

T'I;:llll @
L Svelos

Use Syslog &
| (Disabled) |

server IP

| 0.0.0.0 |l
L Edit I

Tl {E
Uze Swslog F

Iq [Enab|ed) b-I
server IP

|n.n.n.n|l
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4  Using the W key, scroll down to the bottom of the menu screen, and enter
the appropriate Server |P and Server Port.

Apply by pressing the & key.

32. Certs Manager

ol L (ITH
L Svsloz ]

Sarver IP T
| 0. 0,000 |
server Port

| 514] |

When running 802.1x (EAP-TLS), root certificate and private certificate information can be imported and

checked.

1 Select“8. Certs Manager” from the Admin menu.

T:l 1 || @
ddmin

4, Factory Default T

h. FF Test [

B. Web Server

1. Zwslog

[3. Certs Manazer |+

2  Select“1. View RootCA” from the Certs Manager menu.

Check the setting using the LAY keys.

(CN., Issuer. Not Before, Not After, Serial, Signature, Subject.
Version, SPubKeyAlgorithm)
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3  Select“2. View PrivateCA” from the Certs Manager menu.

Check the setting using the £ % keys.
(CN. Issuer. Not Before, Not After, Serial, Signature, Subject.

Version, SPubKeyAlgorithm)

4  Select“3. Down RootCA” from the Certs Manager menu.

A warning message is displayed.

Pressthe < [* keys, and select either “yes’ or “no.”
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5  Select “4. Down PrivateCA” from the Certs Manager menu.

A warning message is displayed.

Pressthe <1 [* keys, and select either “yes’ or “no.”
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Boot-ROM menu

WIRELESSIP5000 has both a normal mode and boot-ROM mode used for maintenance. In the boot-
ROM mode, not only software but also a boot-ROM corresponding to the OS can be upl oaded.

It is possible to upgrade from the boot-ROM menu on WIRELESSIP5000. Upgrade using the following
procedure.

Note!!!) Network settings on the boot-ROM menu are only valid in the boot-ROM menu. Network
settings used during normal operation are set from the Admin menu.

33. Opening the boot-ROM menu

1 Pressthe Endkey and the LeftSoft key at the same time.
Two seconds later, the boot-ROM menu will appear.

1. Information
2. Metworl

3. Upgrade
4
h

. Power 0Off
. Exit

34. Network settings

Before upgrading, it is necessary to set the network settings. Network settings are entered from the Boot-
ROM menu; it is not necessary to enter the settings from the Admin menu. Boot-ROM menu network
settings only allow wireless LAN and TCP/IP.

1 Select “2. Network.”

1. Information

2. Network

3. Upgrade
4. Power Off
i, Exit

9 Select*1. Mode.”
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3 Youcan select either manual IP or DHCP.
- When selecting manual IP, refer to “1.2.1 Manual IP.”

FI

- When selecting DHCP, refer to “1.2.2 DHCP.” 2. DHCF
35. Manual IP
When using manual 1P, values for the IP address, sub-network mask, and default gateway are necessary.
1 Select“l. Manua IP”
ode G178 |

1. Wanual IF
2. [DHCP

2 The following items have been added to the “Network” menu: “IP”

eTw

“Netmask,,” and “Gateway.” T Wode ] H:'.j;'.
When using manua P, enter these values. 2. IP
3. Network
4. Gateway
B, WLAN
3 Select “2. IP. # Input IP Address

. . .
4  Enter the IP address. Enter aperiod using the * key. e e

After entering the IP address, press the & key to set the values. 192.168.1. 164
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5 Fressthe End kE’y' # Automatic update
Hetrmask & Gateway
Yes : [ENTEE]
Ho : [ EHC ]

6 Select“3. Netmask.”

Hetwark & 3/9)
1. Mode
2. IP

3. Networl

4. Gatewaw
b, WLAN

7  Enter the netmask. Enter aperiod using the* key. T

After entering the netmask, pressthe @ key to set the values. 255,255, 255. 6

g Select“4. Gateway.”

2. 1P

i 1 *
Q  Enter the gateway. Enter aperiod using the * key. T
After entering the gateway, pressthe ‘@ key to set the values. 192,168, 1, 1
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36. DHCP

When using DHCP, the vaues for the IP address, netmask, and default gateway are automatically

retrieved from the DHCP server.
1 Select “2. DHCP.”

2  Ascreen, like the one to the right, will appear.

The following items are deleted from the “Network” menu: “IP,”

“Netmask,” and “ Gateway.”

(Mode L2724 |
1. Manual IP

DHCF
Selected

Hetwork L1/2)

1. MWode
2. WLAN
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37.WLAN settings

Enter the settings for wireless LAN. When not using SSID and WEP key, jump to section 1.4.

1 Select “2. WLAN.”

2 - When setting SSID, refer to “2.3.1 SSID.”
- When setting WEP key, refer to “2.3.2 WEP key.”

Note!!!) Change the setting after reading about the various features of each
Mode in “1. Mode.” While it is possible to select “Infra/Ad-hoc,” it is
possible that normal operation and network connections will be negatively
affected if you make mistakes with the procedure.

Note!!!) For version “v1.4.3", only “Infra’ is supported.

38. SSID

SSID is used to connect to a specific access point.
1 Select “2. SSID.”

2  Enter the SSID value for the access point you want to connect to. After
entering the value, press the & key.
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39. WEP key
WEP key is used for authentication and encryption.

1 Select*3. WEP”

2 When WEPisdisabled, ascreen, like the one to the right, will appear.

1., HMode
2, SS5ID

When WEP is enabled, a screen, like the one to the right, will appear.

. 551D

. WEF Bit
. Default Keyld
E. WEP-Eey

z
3. WEF
4

When not using WEP, select “2. WEP disable.” Proceed to the following
section when after entering the settings.

2., WERP Di=sable

4  Whenusing WEP, select “1. WEP Enable.”

. WEF Enakle

2, WEP Disable
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5 Select “WEP Bit.”

WIREL ESSIP5000 supports 64/128/256 hit encryption.

6  Select “Default KeylD,” and enter the Index number. The default KeylD is
connected to the WEP-Key.

After setting the Default KeylID to 1, it is necessary to enter WEP-Key for
WEP-key 1 in step 8.

7  Select“6. EP-Key.”

8  Select oneof the following for the “WEP-Key:” 1, 2, 3, or 4.
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1. HMode

2, SSID

4, WEF Eit

5. Default Keuld
E. WEP-Eey

2, 128 Bit
3, Z5E Bit

WEF Eit
Default Keyld
E. WEP-Key

# Input Index(1-4)
] |

. Default Keyld

2
2.
4, WEP Bit
]
B, WEP-Key

WEF-Keu {1/4;
. WEP-Keul
WEP-EeayZ
WEF-Eau3
WEF-Keud

2,
3.
4,
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Q Using thedial pad, enter the WEP Key. Pressing the # key entersa “ :” . N

Note!!!) Enter the WEP Key using hexadecimal numbers. B1:82:83:64:65: ac]

40. Boot-ROM upgrade

When upgrading the boot-ROM through a TFTP server, it is necessary to un-zip the boot-ROM folder
on the TFTP server beforehand.

1 Select“3. Upgrade.”

. Informat ion
. Network

1

2

3. Upzrade
4. Power Off
. Exit

2  Select “2. Boot-ROM.”

1. Program

.. Bootrom

£

Format

3  Select“l TFTPserver.”

Bootrom §1/71)

1, TFTF server
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Using the dial pad, enter the IP address for the TFTP server. (Usethe * key
to enter a period.) After entering the IP address, pressthe & key.

If you enter an incorrect |P address for the TFTP server, a screen, like the
onein thefigureto the right, will appear.

After downloading, a screen, like the one to the right, will appear. Pressing
the & key, will write the contents into flash memory.

Warning!!!) If the boot-ROM for WIRELESSIP5000 is upgraded by an
inappropriate or damaged file, it might not be possible to restore it.
Upgrade after carefully checking that the TFTP settings are correct.

Warning!!!) Do not turn off the power when writing the boot-ROM into
flash memory. It may not be possible to restoreit.

If one of the above situations occurs, contact the store or deader you
purchased the product from.

Warning!!!) When downgrading the boot-Rom, press ‘@ the key twice if a
screen, like the oneto the right, appears.
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16.1.1, 46§

* ERROR #*
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]
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41. Softwar e upgrade

When upgrading software through the TFTP server, it is necessary to un-zip the software on the TFTP
server beforehand.

1 Select“3. Upgrade.”

. Infarmat ion
. Metwark

1

2

3. Upzrade
4. Power Off
h. Exit

2  Select“1. Program.”

1. Program

2. Bootrom

After selecting “3. Format,” the software and software settings will be
deleted. 3. Format

3  Select“l TFTPserver.”

Program {171}

4  After downloading, the software will automatically start up.

Mow Downloading, ..
qstr. bin
51z

Running, ..
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42. Closing the Boot-ROM menu

After selecting “4. Power off,” the power can be turned off after closing the
boot-ROM menu.

After selecting “5. EXit,” turn on the power after closing the boot-ROM.
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Troubleshooting
43. General

Phenomena
WIRELESSIP5000 does not start.

A key will not work.

Y ou can hardly see the screen.

Thereisavertica line on the screen.

Communication is bad, or phone
suddenly disconnects.

The standby time is different to that in
the specifications.

WIRELESSIP5000 hesats up.

The sound level istoo low.

After restarting, the time reverts to the
default value.

Response

The battery is dead. If the battery is dead, WIRELESSIP5000
will not start and the LED will not light up. After recharging
the battery using the AC adapter, try to restart it again.

Remove the battery, and then reconnect it.

Adjust the contrast using the Menu>Setting>Brightness
adjustment.

If it has not been used for a long time, there are cases when
the line appears right after starting it up. This can also occur if
the battery has been improperly removed.

It is possible that you are too far from the access point, the
signal is being weakened by an obstruction such as awall, or
there is electromagnetic interference. Check the signal level
and interference using Menu>Admin>Network>Sitescan.

The battery standby time can be different from that noted in
the specifications on account of the access point configuration
or settings. Also, the standby time can be shortened due to
high temperature or alow sound environment.

When the WIRELESSIP5000 is located outside the range of
the access point, there are dituations when the device
consumes power as when telephoning. The device can heat up
slightly on account of this. The heat will not effect operation.

Using the volume button, adjust the sound level.

Since WIRELESSIP5000 cannot maintain the time when the
power is off, it is necessary to retrieve time information from
the NTP server.

* When problems other than those discussed above occur, consult the store or dealer from whom you

purchased the product. * & <]
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